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QUESTION NO: 1
In Multi-Domain Management with Provider-1 R71, how many management modules can be configured for a particular customer?
A. 2 (CMA and CMA-HA)
B. 3 (CMA, CMA-HA1 and CMA-HA2/Security Mgmt-HA)
C. unlimited
D. 1 (CMA)
Answer: B

QUESTION NO: 2
What CLI command is used to set a Leading VIP Interface?
A. mdsconfig
B. cphaprob
C. cpconfig
D. fw ctl pstat
Answer: A

QUESTION NO: 3
Which of the following items will NOT appear in the Customer Contents mode of the MDG?
A. Customer Logging Modules
B. CMAs associated with that customer
C. Security Enforcement Modules configured on the CMAs
D. VPN communities the customer's gateways participate in
Answer: D

QUESTION NO: 4
When a CMA is started, the system creates a virtual network interface for the CMA’s virtual IP address on the:
A. MDS primary network interface
B. MDS secondary network interface
C. MDS sync network interface
D. MDS virtual network interface
Answer: A

QUESTION NO: 5
If a Multi-Domain Management with Provider-1 administrator would like to create a CMA’s IP address on a network interface other than on the default, what CMA file will they need to modify?
A. vip_ip_index.conf
B. vip_ip.conf
C. vip_index.conf
D. ip_vip.conf
Answer: C

QUESTION NO: 6
Can the R71 SmartDashboard connect directly to a CMA without the MDG running?
A. Yes, only if the SmartDashboard launched from the MDS is already connected to the CMA.
B. Yes, but only if the SmartDashboard launched from the MDG is unable to reach that CMA.
C. No, the MDG must be connected to the Primary MDS before launching SmartDashboard.
D. Yes, the SmartDashboard can connect directly to a CMA without involvement from the MDG.
Answer: D

QUESTION NO: 7
Which of the following is applicable when a newly created Administrator's permissions are set to NONE?
A. The Administrator logged in to the MDG with Read Only permissions can only access specifically assigned Customers and CMAs, and cannot access the MDS Contents mode of any MDG view.
B. The Administrator logged in to the MDG with Read Only permissions can access all aspects of the Provider-1 configuration and specifically assigned Customers and CMAs.
C. The Administrator can log in to the CMA directly using one of the R71 SmartConsoles, but cannot access the MDG.
D. The Administrator is blocked from connecting to the MDG or CMAs. This action can be set for a specified duration of time or an expiration date.
Answer: C

QUESTION NO: 8
What Security Management version will migrate into Multi-Domain Management with Provider-1 R71 using cma-migrate?
A. R60
B. R55
C. R62
D. R65 with Messaging Security
Answer: D

QUESTION NO: 9
In a Multi-Domain Management with Provider-1 R71 deployment, a Management Server can be configured as a backup for the ____________?
A. Primary CMA not backed up by a Secondary CMA
B. Secondary MDS
C. Primary MDS
D. Primary MDS and a Secondary CMA
Answer: A

QUESTION NO: 10
On which SecurePlatform kernel version is Multi-Domain Management with Provider-1 R71 built?
A. 2.4.18
B. 2.6.18-92
C. 2.4.21-21
D. RHEL 3
Answer: B